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LEY DE PROTECCION DE DATOS PERSONALES EN POSESION DE
SUJETOS OBLIGADOS DEL ESTADO DE BAJA CALIFORNIA SUR

Ley publicada en el Boletin Oficial del Gobierno del Estado de Baja California Sur el 24 de diciembre de 2025

TEXTO VIGENTE

Al margen un sello con el Escudo del Estado de Baja California Sur, al calce dice: PODER EJECUTIVO.

VICTOR MANUEL CASTRO COSiO, GOBERNADOR DEL ESTADO DE BAJA CALIFORNIA SUR, A
SUS HABITANTES HACE SABER:

QUE EL H. CONGRESO DEL ESTADO, SE HA SERVIDO DIRIGIRME EL SIGUIENTE:

DECRETO 3256

El H. CONGRESO DEL ESTADO DE BAJA CALIFORNIA SUR

DECRETA:

SE EXPIDE LA LEY DE PROTECCION DE DATOS PERSONALES EN POSESION DE
SUJETOS OBLIGADOS DEL ESTADO DE BAJA CALIFORNIA SUR

ARTICULO UNICO. Se expide la Ley de Proteccién de Datos Personales en
Posesion de Sujetos Obligados del Estado de Baja California Sur, para quedar de
la siguiente manera:

TITULO PRIMERO
DISPOSICIONES GENERALES

CAPITULO UNICO
DEL OBJETO DE LA LEY

Articulo 1

La presente Ley es reglamentaria de los articulos 6°, Base A, y 16, segundo parrafo, de
la Constitucion Politica de los Estados Unidos Mexicanos, asi como del apartado B del
articulo 13 de la Constitucion Politica del Estado Libre y Soberano de Baja California
Sur, en materia de proteccion de datos personales en posesion de sujetos obligados.
Sus disposiciones son de orden publico, interés social y de observancia general en todo
el territorio del Estado de Baja California Sur.

Articulo 2
La presente Ley tiene por objeto:
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VI.

VII.

VIII.

Establecer las bases, principios y procedimientos para garantizar el derecho que
tiene toda persona a la proteccion de sus datos personales en posesion de
sujetos obligados;

Precisar las competencias de la Secretaria de la Contraloria y Transparencia
Gubernamental y de las demas autoridades competentes en materia de
proteccion de datos personales en posesion de sujetos obligados;

Establecer las bases minimas y condiciones homogéneas que regiran el
tratamiento de los datos personales y el ejercicio de los derechos de acceso,
rectificacion, cancelacion y oposicidon, mediante procedimientos sencillos y
expeditos;

Garantizar la observancia de los principios de proteccién de datos personales
previstos en la presente Ley y demas disposiciones que resulten aplicables;

Proteger los datos personales en posesién de cualquier autoridad, entidad,
organo y organismo de los poderes Ejecutivo, Legislativo y Judicial, érganos
auténomos, fideicomisos y fondos publicos, partidos politicos, y municipios, con
la finalidad de regular su debido tratamiento;

Garantizar que toda persona pueda ejercer el derecho a la protecciéon de sus
datos personales;

Promover, fomentar y difundir una cultura de proteccion de datos personales, y
Establecer los mecanismos para garantizar el cumplimiento y la efectiva

aplicaciéon de las medidas de apremio para aquellas conductas que contravengan
lo previsto en esta Ley.

Articulo 3. Para efectos de esta Ley, se entendera por:

Areas: Instancias de los sujetos obligados previstas en los respectivos
reglamentos interiores, estatutos organicos o instrumentos equivalentes, que
cuenten o puedan contar, dar tratamiento y ser responsables o encargadas de
los datos personales;

Autoridades garantes: La Contraloria del Poder Judicial del Estado; los 6rganos
internos de control o equivalentes de los 6rganos constitucionales autonomos; la
Contraloria del Poder Legislativo; y el Instituto Estatal Electoral, por cuanto hace
al acceso a la proteccion de datos personales a cargo de los partidos politicos;

Aviso de privacidad: Documento a disposicion de la persona titular de la
informacion, de forma fisica, electronica o en cualquier otro formato, generado
por el responsable desde el momento en que se recaben sus datos personales,
con el objeto de informarle los propdsitos de su tratamiento;
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VI.

VII.

VIII.

XI.

XII.

XIlI.

Bases de datos: Conjunto ordenado de datos personales referentes a una
persona identificada o identificable, condicionados a criterios determinados, con
independencia de la forma o modalidad de su creacion, tipo de soporte,
procesamiento, almacenamiento y organizacion;

Bloqueo: Identificacion y conservacion de datos personales una vez cumplida la
finalidad para la cual fueron recabados, con el Gnico proposito de determinar
posibles responsabilidades en relacion con su tratamiento, hasta el plazo de
prescripcion legal o contractual de éstas. Durante dicho periodo, los datos
personales no podran ser objeto de tratamiento y, transcurrido éste, se procedera
a su cancelacion en la base de datos que corresponda;

Comité de Transparencia: Instancia a la que hace referencia el articulo 39 de la
Ley de Transparencia y Acceso a la Informacién Publica del Estado de Baja
California Sur;

Cémputo en la nube: Modelo de provisidén externa de servicios de computo bajo
demanda, que implica el suministro de infraestructura, plataforma o programa
informético, distribuido de modo flexible, mediante procedimientos virtuales, en
recursos compartidos dinamicamente;

Consentimiento: Manifestacion de la voluntad libre, especifica e informada de la
persona titular de los datos, mediante la cual se efectia su tratamiento;

Datos personales: Cualquier informacion concerniente a una persona
identificada o identificable. Se considera que una persona es identificable cuando
su identidad pueda determinarse directa o indirectamente a través de cualquier
informacion;

Datos personales sensibles: Aquellos que se refieran a la esfera mas intima de
su titular, o cuya utilizacién indebida pueda dar origen a discriminacion o conlleve
un riesgo grave para ésta. De manera enunciativa mas no limitativa, se
consideran sensibles los datos que revelen origen racial o étnico, estado de
salud presente o futuro, informacién genética, creencias religiosas, filosoficas y
morales, opiniones politicas y preferencia sexual,

Derechos ARCO: Derechos de acceso, rectificacion, cancelacion y oposicion al
tratamiento de datos personales;

Dias: Dias habiles;
Disociacion: Procedimiento mediante el cual los datos personales no pueden
asociarse a la persona titular ni permitir, por su estructura, contenido o grado de

desagregacion, la identificacion de la misma,;
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XIV.

XV.

XVI.

XVII.

XVIII.

XIX.

XX.

b)

Documento de seguridad: Instrumento que describe y da cuenta de manera
general sobre las medidas de seguridad técnicas, fisicas y administrativas
adoptadas por el responsable para garantizar la confidencialidad, integridad y
disponibilidad de los datos personales que posee;

Evaluacion de impacto en la proteccion de datos personales: Documento
mediante el cual los sujetos obligados que pretendan poner en operacion o
modificar politicas publicas, programas, sistemas o plataformas informéaticas,
aplicaciones electronicas o cualquier otra tecnologia que implique el tratamiento
intensivo o relevante de datos personales, valoran los impactos reales respecto
de determinado tratamiento, a efecto de identificar y mitigar posibles riesgos
relacionados con los principios, deberes y derechos de las personas titulares, asi
como los deberes de los responsables y las personas encargadas, previstos en
las disposiciones juridicas aplicables;

Fuentes de acceso publico: Aquellas bases de datos, sistemas o archivos que
por disposicion de ley puedan ser consultadas publicamente cuando no exista
impedimento por una norma limitativa y sin mas exigencia que, en su caso, el
pago de una contraprestacion, tarifa o contribucion. No se considerara fuente de
acceso publico cuando la informacion contenida en la misma sea obtenida o
tenga una procedencia ilicita;

Medidas compensatorias: Mecanismos alternos para dar a conocer a las
personas titulares el aviso de privacidad, a través de su difusion por medios
masivos de comunicacién u otros de amplio alcance;

Medidas de seguridad: Conjunto de acciones, actividades, controles o
mecanismos administrativos, técnicos y fisicos que permitan proteger los datos
personales;

Medidas de seguridad administrativas: Politicas y procedimientos para la
gestion, soporte y revision de la seguridad de la informacibn a nivel
organizacional, la identificacion, clasificacion y borrado seguro de la informacion,
asi como la sensibilizacion y capacitacion del personal en materia de proteccion
de datos personales;

Medidas de seguridad fisicas: Conjunto de acciones y mecanismos para
proteger el entorno fisico de los datos personales y de los recursos involucrados
en su tratamiento, tales como:

Prevenir el acceso no autorizado al perimetro de la organizacion, sus
instalaciones fisicas, areas criticas, recursos e informacion;

Prevenir el dafio o interferencia a las instalaciones fisicas, areas criticas de la
organizacion, recursos e informacion;
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d)

XXI.

d)

XXII.

XXII.

XXIV.

XXV.

XXVI.

XXVII.

Proteger los recursos maviles, portatiles y cualquier soporte fisico o electronico
gue pueda salir de la organizacion, y

Proveer a los equipos que contienen o almacenan datos personales de un
mantenimiento eficaz, que asegure su disponibilidad e integridad,;

Medidas de seguridad técnicas: Conjunto de acciones y mecanismos que se
valen de la tecnologia relacionada con hardware y software para proteger el
entorno digital de los datos personales y de los recursos involucrados en su
tratamiento, tales como:

Prevenir que el acceso a las bases de datos o a la informacién sea por usuarios
identificados y autorizados;

Generar un esquema de privilegios para que el usuario lleve a cabo Unicamente
las actividades necesarias para el cumplimiento de sus funciones;

Revisar la configuracion de seguridad en la adquisicion, operacion, desarrollo y
mantenimiento del software y hardware, y

Gestionar las comunicaciones, operaciones y medios de almacenamiento de los
recursos informéticos en el tratamiento de datos personales;

Persona encargada: Persona fisica o juridica, publica o privada, ajena a la
organizacion de la persona responsable, que sola o conjuntamente con otras
trate datos personales a nombre y por cuenta de la persona responsable;

Persona titular: Sujeto a quien corresponden los datos personales;

Plataforma Nacional: La Plataforma Nacional de Transparencia a que hace
referencia el articulo 44 de la Ley de Transparencia y Acceso a la Informacion
Publica del Estado de Baja California Sur;

Remisién: Toda comunicacion de datos personales realizada exclusivamente
entre el responsable y la persona encargada, dentro o fuera del territorio

mexicano;

Responsable: Sujetos obligados a que se refiere la fraccion XXVII del presente
articulo que deciden sobre el tratamiento de datos personales;

Secretaria: La Secretaria de la Contraloria y Transparencia Gubernamental,

XXVIII. Sujetos obligados: Cualquier autoridad, entidad, 6rgano y organismo de los

poderes Ejecutivo, Legislativo y Judicial, 6rganos autbnomos, partidos politicos,
fideicomisos y fondos publicos, en el ambito estatal y municipal,
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XXIX. Supresiéon: Baja archivistica de los datos personales conforme a las
disposiciones juridicas aplicables en materia de archivos, que resulte en la
eliminacién, borrado o destruccion de los datos personales bajo las medidas de
seguridad previamente establecidas por el responsable;

XXX. Transferencia: Toda comunicaciéon de datos personales dentro o fuera del
territorio mexicano, realizada a persona distinta de la titular, del responsable o de
la persona encargada;

XXXI. Tratamiento: Cualquier operacion o conjunto de operaciones efectuadas
mediante procedimientos manuales o automatizados aplicados a los datos
personales, relacionadas con la obtencién, uso, registro, organizacion,
conservacion, elaboracion, utilizacion, comunicacion, difusion, almacenamiento,
posesion, acceso, manejo, aprovechamiento, divulgacion, transferencia o
disposicion de datos personales; y

XXXII. Unidad de Transparencia: Instancia a la que hace referencia el articulo 41 de la
Ley de Transparencia y Acceso a la Informacion Publica del Estado de Baja
California Sur.

Articulo 4

La presente Ley sera aplicable a cualquier tratamiento de datos personales que obren
en soportes fisicos, electronicos o en cualquier otro formato, con independencia de la
forma o modalidad de su creacion, tipo de soporte, procesamiento, almacenamiento y
organizacion.

Articulo 5
Para efectos de esta Ley, se consideraran como fuentes de acceso publico:

l. Las péaginas de Internet o medios remotos o locales de comunicacion electrénica,
Optica u otra tecnologia, siempre que el sitio donde se encuentren los datos
personales esté concebido para facilitar informacién al publico y abierto a la
consulta general;

Il. Los directorios telefonicos en términos de la normativa aplicable;

[l Los diarios, gacetas o boletines oficiales, de acuerdo con las disposiciones
juridicas correspondientes;

V. Los medios de comunicacion social, y
V. Los registros publicos conforme a las disposiciones que les resulten aplicables.

Para que los supuestos enumerados en este articulo sean considerados fuentes de
acceso publico serd necesario que su consulta pueda ser realizada por cualquier
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persona no impedida por una norma limitativa, o sin mas exigencia que, en su caso, el
pago de una contraprestacion, derecho o tarifa.

No se considerarq fuente de acceso publico cuando la informacién contenida sea
obtenida o tenga una procedencia ilicita.

Articulo 6
El Estado garantizara la privacidad de los individuos y debera velar porque terceras
personas no incurran en conductas que puedan afectarla arbitrariamente.

El derecho a la protecciéon de los datos personales solamente podra limitarse por
razones de seguridad nacional, en términos de la ley aplicable, por disposiciones de
orden publico, seguridad y salud publicas, o para proteger los derechos de terceros.

Articulo 7

Por regla general no podran tratarse datos personales sensibles, salvo que se cuente
con el consentimiento expreso de la persona titular o, en su defecto, se actualicen los
supuestos previstos en el articulo 16 de esta Ley.

En el tratamiento de datos personales de nifias, nifios y adolescentes debera
privilegiarse en todo momento el interés superior de la nifiez, conforme a las
disposiciones juridicas aplicables.

Articulo 8

La aplicacion e interpretacion de esta Ley se realizara conforme a lo dispuesto en la
Constitucion Politica de los Estados Unidos Mexicanos, los tratados internacionales de
los que el Estado mexicano sea parte, la Constitucion Politica del Estado Libre y
Soberano de Baja California Sur, asi como las resoluciones y sentencias vinculantes
gue emitan los 6rganos jurisdiccionales nacionales e internacionales especializados.

En todo tiempo debera favorecerse la proteccion mas amplia a la privacidad y a los
derechos de las personas en materia de proteccion de datos personales.

Para efectos de interpretacion, se podran tomar en cuenta los criterios, determinaciones
y opiniones de los organismos nhacionales e internacionales especializados en la
materia.

Articulo 9

A falta de disposicidbn expresa en esta Ley, se aplicaran de manera supletoria las
disposiciones del Cdédigo de Procedimientos Civiles para el Estado de Baja California
Sur y de la Ley de Procedimiento Administrativo del Estado de Baja California Sur.

TITULO SEGUNDO
PRINCIPIOS Y DEBERES
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CAPITULO PRIMERO
DE LOS PRINCIPIOS

Articulo 10

El responsable debera observar en todo tratamiento de datos personales los principios
de licitud, finalidad, lealtad, consentimiento, calidad, proporcionalidad, informacion y
responsabilidad.

Articulo 11
El tratamiento de datos personales por parte del responsable deberd sujetarse a las
facultades y atribuciones que la normatividad aplicable le confiera.

Articulo 12
Todo tratamiento de datos personales debera estar justificado por finalidades concretas,
licitas, explicitas y legitimas, relacionadas con las atribuciones legales del responsable.

El responsable podra tratar datos personales para finalidades distintas a las
establecidas en el aviso de privacidad, siempre que cuente con atribuciones conferidas
en la legislacion aplicable y medie el consentimiento de la persona titular, salvo en los
supuestos previstos en esta Ley o en la legislacion aplicable en la materia.

Articulo 13

El responsable no debera obtener ni tratar datos personales mediante medios
engafosos o fraudulentos y deberd privilegiar la proteccion de los intereses de la
persona titular y la expectativa razonable de privacidad.

Articulo 14

Cuando no se actualicen las causales de excepcion previstas en el articulo 16 de esta
Ley, el responsable debera contar con el consentimiento previo de la persona titular
para el tratamiento de los datos personales, el cual debera otorgarse de forma:

a) Libre: Sin que medie error, mala fe, violencia o dolo que afecten la manifestacion
de voluntad de la persona titular;

b) Especifica: Referida a finalidades concretas, licitas, explicitas y legitimas que
justifiquen el tratamiento, y

c) Informada: Que la persona titular conozca el aviso de privacidad previo al
tratamiento a que seran sometidos sus datos personales.

En el caso de personas menores de edad o que se encuentren en estado de
interdiccion o incapacidad declarada, se estara a lo dispuesto en la legislacion civil
aplicable.

Articulo 15
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El consentimiento podra manifestarse de forma expresa o tacita.

Se entendera que el consentimiento es expreso cuando la voluntad de la persona titular
se manifieste verbalmente, por escrito, por medios electrénicos, Opticos, signos
inequivocos o cualquier otra tecnologia.

Sera tacito cuando, habiéndose puesto a disposicion de la persona titular el aviso de
privacidad, ésta no manifieste su oposicion.

Por regla general, serd valido el consentimiento tacito, salvo cuando la normativa
aplicable exija que la voluntad se manifieste expresamente.

Tratdndose de datos personales sensibles, el responsable debera obtener el
consentimiento expreso y por escrito de la persona titular, mediante firma autografa,
firma electronica o cualquier mecanismo de autenticacion aplicable, salvo en los casos
previstos en el articulo 16 de esta Ley.

Articulo 16
El responsable no estara obligado a recabar el consentimiento de la persona titular para
el tratamiento de sus datos personales en los siguientes casos:

l. Cuando la legislacion aplicable asi lo disponga, debiendo dichos supuestos ser
acordes con los principios establecidos en esta Ley;

Il. Cuando las transferencias entre responsables se realicen para el ejercicio de
facultades propias, compatibles o analogas con la finalidad que motivd el
tratamiento;

Il. Cuando exista orden judicial, resolucibn o mandato fundado y motivado de
autoridad competente;

V. Para el reconocimiento, ejercicio o defensa de derechos de la persona titular ante
autoridad competente;

V. Cuando los datos personales se requieran para ejercer un derecho o cumplir
obligaciones derivadas de una relacion juridica entre la persona titular y el
responsable;

V1. Cuando exista una situacion de emergencia que potencialmente pueda dafar a
un individuo en su persona o bienes;

VIl. Cuando los datos sean necesarios para la prevencion, diagnoéstico o la
prestacion de asistencia sanitaria;

VIIl.  Cuando los datos personales figuren en fuentes de acceso publico;
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IX. Cuando los datos personales se sometan a un procedimiento previo de
disociacion, o

X. En los supuestos previstos en la legislacion aplicable en materia de seguridad y
procuracion de justicia.

Articulo 17
El responsable debera adoptar medidas para mantener exactos, completos, correctos y
actualizados los datos personales en su posesion.

Se presume la calidad de los datos cuando éstos son proporcionados directamente por
la persona titular, salvo prueba en contrario.

Cuando los datos hayan dejado de ser necesarios para las finalidades previstas en el
aviso de privacidad, deberan ser suprimidos previo bloqueo, una vez concluido el plazo
de conservacién correspondiente.

Articulo 18

El responsable debera establecer y documentar procedimientos para la conservacion,
bloqueo y supresion de los datos personales, en los cuales se incluyan los periodos de
conservacion conforme a las disposiciones aplicables.

Dichos procedimientos deberan prever mecanismos de revision peridédica sobre la
necesidad de conservar los datos personales.

Articulo 19
El responsable so6lo podra tratar los datos personales que resulten adecuados,
relevantes y estrictamente necesarios para la finalidad que justifica su tratamiento.

Articulo 20

El responsable debera informar a la persona titular, mediante el aviso de privacidad, la
existencia y caracteristicas principales del tratamiento de sus datos personales, a fin de
gue pueda tomar decisiones informadas.

El aviso de privacidad debera estar redactado de forma clara y sencilla, y ponerse a
disposicion de la persona titular en sus modalidades integral y simplificada.

Articulo 21
El aviso de privacidad integral debera contener, al menos:

l. La denominacién y domicilio del responsable;

I. Los datos personales que seran sometidos a tratamiento, identificando aquéllos
gue son sensibles;
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Il. El fundamento legal que faculta al responsable para llevar a cabo el tratamiento;

V. Las finalidades del tratamiento, distinguiendo aquellas que requieran
consentimiento de la persona titular;

V. Los mecanismos y medios disponibles para ejercer los derechos ARCO;
VI. El domicilio de la Unidad de Transparencia,
VII.  Cuando se realicen transferencias que requieran consentimiento:

a) Las autoridades, entidades, 6rganos y organismos a los que se transfieran los
datos personales; y

b) Las finalidades de dichas transferencias;

VIIl. Los mecanismos disponibles para que la persona titular pueda manifestar su
negativa al tratamiento o transferencia de datos personales que requieran su
consentimiento, y

IX.  Los medios por los cuales el responsable comunicara los cambios al aviso de
privacidad.

Articulo 22

El aviso de privacidad en su modalidad simplificada debera contener, al menos, la
informacion sefialada en las fracciones |, IV, VII y VIII del articulo anterior, y el sitio
donde pueda consultarse el aviso integral.

La puesta a disposicion del aviso simplificado no exime al responsable de permitir el
acceso al aviso integral.

Articulo 23

El responsable deberd implementar mecanismos para acreditar el cumplimiento de los
principios, deberes y obligaciones previstos en esta Ley y rendir cuentas sobre el
tratamiento de datos personales en su posesion, ante la persona titular, la Secretaria o
las autoridades garantes, segun corresponda.

En la implementacion de estos mecanismos se podra recurrir a estandares o mejores
practicas nacionales e internacionales, siempre que no contravengan la legislacion
aplicable.

Articulo 24
Para dar cumplimiento al principio de responsabilidad, el responsable debera, al menos:

l. Destinar los recursos autorizados para implementar programas y politicas de
proteccion de datos personales;
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Elaborar politicas y programas internos obligatorios en materia de proteccion de
datos personales;

Capacitar y actualizar periédicamente al personal en esta materia;

V. Revisar periddicamente las politicas y programas de seguridad de datos
personales;

V. Establecer mecanismos de supervision y auditoria interna o externa para verificar
el cumplimiento de dichas politicas;

VI. Establecer procedimientos para recibir y atender dudas y quejas de las personas
titulares;

VII. Disefar e implementar politicas publicas, programas, servicios y sistemas que
impliquen tratamiento de datos personales, conforme a esta Ley; y

VIIl. Garantizar que los programas y sistemas que impliqguen tratamiento de datos
personales cumplan por defecto con las obligaciones previstas en esta Ley y
demas disposiciones aplicables.

CAPITULO SEGUNDO
DE LOS DEBERES
Articulo 25

Con independencia del sistema en que se encuentren los datos personales o el tipo de
tratamiento que se realice, el responsable debera establecer y mantener medidas de
seguridad administrativas, fisicas y técnicas que garanticen la confidencialidad,
integridad, disponibilidad y proteccién de los datos personales contra dafio, pérdida,
alteracion, destruccion o uso, acceso o tratamiento no autorizado.

Articulo 26
Las medidas de seguridad adoptadas deberan considerar, al menos:

VI.

El riesgo inherente a los datos personales tratados;

La sensibilidad de los datos personales;

El desarrollo tecnolégico aplicable;

Las posibles consecuencias de una vulneracién para las personas titulares;
Las transferencias de datos personales que se realicen;

El nUmero de personas titulares;
12
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VII.  Las vulneraciones previas ocurridas, y

VIIl. El riesgo derivado del valor potencial que pudieran tener los datos personales
tratados para un tercero no autorizado.

Articulo 27
Para establecer y mantener las medidas de seguridad, el responsable debera realizar,
al menos, las siguientes actividades:

l. Crear politicas internas de gestion y tratamiento de datos personales que
consideren el ciclo de vida de éstos;

Il. Definir funciones y obligaciones del personal que intervenga en el tratamiento;
Il. Elaborar un inventario de datos personales y de los sistemas de tratamiento;

V. Realizar un analisis de riesgos, identificando amenazas y vulnerabilidades;

V. Realizar un andlisis de brechas, comparando medidas existentes contra las
faltantes;

VI. Elaborar un plan de trabajo para implementar y mantener las medidas de
seguridad;

VII.  Monitorear y revisar periddicamente las medidas de seguridad adoptadas, y

VIIl. Capacitar al personal conforme a sus roles y responsabilidades.

Articulo 28

Las acciones relacionadas con la seguridad deberdn documentarse e integrarse en un
sistema de gestion que permita establecer, implementar, monitorear, revisar y mejorar
las medidas adoptadas.

Articulo 29
El responsable deber& elaborar un documento de seguridad que contenga, al menos:

l. El inventario de datos personales y de sistemas de tratamiento;
. Funciones y obligaciones del personal autorizado;

Il. El andlisis de riesgos;

V. El analisis de brechas;

V. El plan de trabajo;
13
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VI. Mecanismos de monitoreo y revision, y
VII.  El programa general de capacitacion.

Articulo 30
El documento de seguridad debera actualizarse cuando:

l. Se modifique sustancialmente el tratamiento de datos personales y ello altere el
nivel de riesgo;

Il. Como resultado de un proceso de mejora continua;
Il. Como consecuencia de vulneraciones de seguridad, o
IV.  Se implementen acciones correctivas y preventivas derivadas de incidentes.

Articulo 31

En caso de vulneracion a la seguridad, el responsable debera analizar las causas e
implementar acciones preventivas y correctivas en su plan de trabajo, a fin de evitar su
repeticion.

Articulo 32
Se consideraran vulneraciones de seguridad, entre otras:

l. La pérdida o destruccion no autorizada;

Il. El robo, extravio o copia indebida;

Il. El uso, acceso o tratamiento no autorizado, y
IV.  El dafio, alteracion o modificacion indebida.

Articulo 33
El responsable debera llevar una bitacora de vulneraciones a la seguridad, que describa
el incidente, la fecha de ocurrencia, el motivo y las acciones correctivas implementadas.

Articulo 34

El responsable debera informar, sin dilacién, a la persona titular y, en su caso, a la
Secretaria y a las Autoridades garantes, sobre las vulneraciones que afecten de
manera significativa los derechos patrimoniales o morales, una vez confirmada la
vulneracion e iniciadas las acciones de atencion correspondientes.

Articulo 35
El responsable deberd comunicar a la persona titular, al menos:

14
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l. La naturaleza del incidente;

Il. Los datos personales comprometidos;

Il. Recomendaciones para proteger sus intereses;
V. Las acciones correctivas inmediatas, y

V. Los medios para obtener mayor informacion.

Articulo 36

El responsable deber& establecer controles que aseguren que todas las personas que
intervengan en cualquier fase del tratamiento de los datos personales guarden
confidencialidad respecto de éstos, obligacién que subsistira aun después de concluir
su relacion con el responsable.

Lo anterior, sin perjuicio de lo dispuesto en la normativa de acceso a la informacion
publica.

TITULO TERCERO
DERECHOS DE LAS PERSONAS TITULARES Y SU EJERCICIO

CAPITULO PRIMERO
DE LOS DERECHOS DE ACCESO, RECTIFICACION, CANCELACION Y OPOSICION

Articulo 37

La persona titular o su representante podran solicitar al responsable, en cualquier
momento, el acceso, rectificacién, cancelacion u oposicion al tratamiento de sus datos
personales (derechos ARCO). El ejercicio de un derecho no condiciona ni limita el
ejercicio de los demas.

Articulo 38
La persona titular tiene derecho a acceder a sus datos personales que obren en
posesion del responsable, asi como a conocer las condiciones y generalidades de su
tratamiento.

Articulo 39
La persona titular tiene derecho a solicitar la rectificacion de sus datos personales
cuando éstos resulten inexactos, incompletos o desactualizados.

Articulo 40

La persona titular tiene derecho a solicitar la cancelacion de sus datos personales de
archivos, registros, expedientes y sistemas del responsable, a fin de que dejen de estar
en su posesion y de ser tratados.
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Articulo 41
La persona titular podra oponerse al tratamiento de sus datos personales o exigir que
cese, cuando:

l. Aun siendo licito el tratamiento, su persistencia pueda causarle dafio o perjuicio;
y

Il. Sus datos personales sean objeto de tratamiento automatizado que produzca
efectos juridicos no deseados o afecte de manera significativa sus derechos o
libertades, sin intervenciéon humana.

CAPITULO SEGUNDO
DEL EJERCICIO DE LOS DERECHOS ARCO

Articulo 42
La recepcion y tramite de solicitudes para el ejercicio de derechos ARCO se sujetara al
procedimiento previsto en este Titulo y demas disposiciones aplicables.

Articulo 43
Para ejercer derechos ARCO se debera acreditar la identidad de la persona titular y, en
Su caso, la representacion legal.

El ejercicio de derechos por persona distinta a la titular s6lo serd posible en los
supuestos previstos por la ley o por mandato judicial.

En el caso de menores de edad o personas en estado de interdiccion, se estara a lo
previsto en la legislacion civil aplicable.

Tratandose de datos de personas fallecidas, podra ejercer derechos quien acredite
interés juridico, siempre que la persona titular lo hubiera autorizado o exista mandato
judicial.

Articulo 44
El ejercicio de los derechos ARCO es gratuito. S6lo podran cobrarse costos de
reproduccion, certificacién o envio, en términos de la normatividad aplicable.

La informacion debera entregarse sin costo cuando no exceda de veinte hojas simples.

No podra establecerse servicio o medio que implique un costo adicional para la
presentacion de solicitudes.

Articulo 45
El responsable debera establecer procedimientos sencillos para el ejercicio de derechos
ARCO.
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El plazo de respuesta no podra exceder de veinte dias habiles contados a partir del dia
siguiente de la recepcién de la solicitud. Dicho plazo podra ampliarse por una sola
ocasion hasta por diez dias, cuando existan circunstancias que lo justifiquen y se
notifique a la persona titular.

Si resulta procedente, el responsable har& efectivo el derecho en un plazo que no podra
exceder de quince dias habiles contados a partir de la notificacion de la respuesta.

Articulo 46
La solicitud debera contener, al menos:

l. Nombre y domicilio o medio para recibir notificaciones;
I. Documentos que acrediten identidad o representacion legal;
Il. Area responsable que trata los datos, de ser posible;

V. Descripcion clara de los datos personales respecto de los que se pretende
ejercer algun derecho, salvo en el caso del derecho de acceso;

V. Descripcién del derecho ARCO que se pretende ejercer, y
VI.  Cualquier otro elemento que facilite la localizacion de los datos.

Tratandose de solicitudes de acceso, la persona titular debera sefialar la modalidad de
entrega preferida. El responsable debera atender dicha preferencia, salvo imposibilidad
fisica o juridica, caso en el cual debera ofrecer una alternativa fundada y motivada.

En caso de solicitudes incompletas, se prevendra al solicitante dentro de los cinco dias
siguientes para que subsane en un plazo de diez dias. La falta de subsanacion
implicara que la solicitud se tenga por no presentada.

Articulo 47

Cuando el responsable no sea competente para atender la solicitud, debera informarlo
a la persona titular dentro de los tres dias siguientes y, en su caso, orientarla hacia el
responsable competente.

Si se declara inexistencia de los datos personales, esta circunstancia debera constar en
resolucion del Comité de Transparencia.

Articulo 48

Cuando exista un procedimiento especifico en disposiciones aplicables para el ejercicio
de derechos ARCO, el responsable debera informar de su existencia a la persona titular
en un plazo no mayor a cinco dias, para que ésta decida el tramite a seguir.
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Articulo 49
El ejercicio de los derechos ARCO no sera procedente cuando:

l. No se acredite identidad o representacion legal;

Il. Los datos personales no obren en posesion del responsable;
[l Exista impedimento legal;

IV.  Se lesionen derechos de un tercero;

V. Se obstaculicen actuaciones judiciales o administrativas;

VI. Exista resolucion de autoridad competente que restrinja el acceso, rectificacion,
cancelacién u oposicion;

VII.  La cancelacién u oposicidén haya sido previamente realizada;
VIIl. El responsable no sea competente;

IX. Los datos sean necesarios para proteger intereses juridicamente tutelados de la
persona titular;

X. Sean necesarios para cumplir obligaciones legalmente adquiridas;

XI. En ejercicio de atribuciones legales, su resguardo y uso resulten necesarios y
proporcionales para mantener la integridad y estabilidad del Estado mexicano; o

Xll. Los datos formen parte de informacion entregada por entidades sujetas a
regulacién y supervision financiera, conforme a requerimientos legales.

En todos los casos, el responsable debera informar a la persona titular el motivo de la
negativa, en el plazo previsto en el articulo 45.

Articulo 50
Contra la negativa de tramite o falta de respuesta del responsable procedera el recurso
de revision previsto en esta Ley.

CAPITULO TERCERO
DE LA PORTABILIDAD DE LOS DATOS

Articulo 51

Cuando los datos personales sean tratados electronicamente en un formato
estructurado y comunmente utilizado, la persona titular tendra derecho a obtener una
copia de los mismos en dicho formato.
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Cuando el tratamiento se base en el consentimiento o en un contrato, la persona titular
podra transmitir sus datos personales a otro responsable, sin impedimentos por parte
del responsable original.

] TITULO CUARTO
RELACION DEL RESPONSABLE Y LA PERSONA ENCARGADA

CAPITULO UNICO
RESPONSABLE Y PERSONA ENCARGADA

Articulo 52

La persona encargada realizara el tratamiento de datos personales Unicamente
conforme a las instrucciones del responsable, sin ostentar facultades de decisién sobre
el alcance o contenido del mismo.

Articulo 53

La relacién entre responsable y persona encargada debera formalizarse mediante
contrato o instrumento juridico que permita acreditar su existencia, alcance y contenido,
el cual debera contener, al menos, las siguientes clausulas:

Realizar el tratamiento conforme a las instrucciones del responsable;
Abstenerse de tratar los datos para finalidades distintas a las instruidas;

Implementar las medidas de seguridad aplicables;

IV.  Informar al responsable sobre vulneraciones de seguridad;

V. Guardar confidencialidad respecto de los datos tratados;

VI.  Suprimir o devolver los datos una vez cumplida la relacion juridica, salvo
disposicion legal en contrario, y

VII.  Abstenerse de transferir datos salvo instruccion del responsable;

VIIl. Dar toda la informacion requerida por la Secretaria o la Autoridad Garante, sobre
el tratamiento que se les da a los datos personales.

Articulo 54

Si la persona encargada incumple las instrucciones del responsable o con el debido
tratamiento de los datos personales de conformidad con esta legislacion, asumira el
caracter de responsable y las consecuencias legales correspondientes.

Articulo 55
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El procedimiento de contratacion de la persona encargada debera seguir las reglas
establecidas en la Ley de Adquisiciones, Arrendamientos y Servicios del Estado de Baja
California Sur.
Articulo 56
La persona encargada deberd responder todas las solicitudes de informacion, en el
tiempo que le solicite la Secretaria o la Autoridad Garante.
Articulo 57
El responsable podra contratar servicios, aplicaciones o infraestructura en computo en
la nube, siempre que la persona proveedora garantice politicas de proteccién de datos
equivalentes a los principios y deberes establecidos en esta Ley.
Articulo 58
Para adherirse a servicios de cémputo en la nube bajo condiciones generales de
contratacion, el responsable sélo podra utilizar aquellos que:
l. Cuenten con politicas de proteccion de datos personales que:

a) Sean afines a los principios de esta Ley;

b) Transparenten las subcontrataciones involucradas;

c) Se abstengan de asumir la titularidad o propiedad de la informacion, y

d) Garanticen confidencialidad.
Il. Dispongan de mecanismos que permitan:

a) Informar sobre cambios en politicas de privacidad o condiciones del servicio;

b) Permitir al responsable limitar el tratamiento de los datos;

c) Mantener medidas de seguridad adecuadas;

d) Garantizar la supresion de datos al término del servicio, y

e) Restringir el acceso a personas no autorizadas, informando al responsable en
caso de requerimiento fundado de autoridad competente.

En ningln caso podra contratarse un servicio que no garantice la debida proteccion de
los datos personales.

TITULO QUINTO
COMUNICACIONES DE DATOS PERSONALES
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CAPITULO UNICO
DE LAS TRANSFERENCIAS Y REMISIONES DE DATOS PERSONALES

Articulo 59
Toda transferencia de datos personales, nacional o internacional, requiere el
consentimiento de la persona titular, salvo las excepciones previstas en esta Ley.

Articulo 60

La transferencia debera formalizarse mediante clausulas contractuales, convenios o
instrumentos juridicos que acrediten su alcance y las obligaciones de las partes, salvo
en los siguientes casos:

I.  Transferencias nacionales entre responsables en cumplimiento de disposicién
legal o ejercicio de atribuciones conferidas, y

Il. Transferencias internacionales previstas en ley, tratado suscrito por México, o
realizadas a peticion de autoridad extranjera u organismo internacional
competente, siempre que exista equivalencia de atribuciones o finalidad.

Articulo 61
En las transferencias nacionales, el receptor debera comprometerse a garantizar la
confidencialidad de los datos y utilizarlos Unicamente para los fines que motivaron su
transmision.

Articulo 62
El responsable solo podréa transferir datos fuera del territorio nacional cuando el
receptor se obligue a protegerlos conforme a los principios establecidos en esta Ley.

Articulo 63
En toda transferencia, el responsable debera comunicar al receptor el aviso de
privacidad aplicable.

Articulo 64
No se requerird consentimiento de la persona titular en los siguientes supuestos:

l. Cuando la transferencia esté prevista en esta u otras leyes o en tratados
internacionales;

. Cuando se realice entre responsables para el ejercicio de facultades propias,
compatibles o anélogas;

Il. Para la investigacion y persecucion de delitos, procuracion o administracion de
justicia;

V. Para el reconocimiento, ejercicio o defensa de un derecho ante autoridad
competente;
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V. Para la prevencion, diagnoéstico o prestacion de asistencia sanitaria, tratamiento
0 gestidn de servicios de salud;

VI. Para el cumplimiento o mantenimiento de una relacion juridica entre responsable
y titular;

VII.  Cuando sea necesaria por virtud de contrato en interés de la persona titular;

VIIl.  Cuando se actualicen los supuestos del articulo 16 de esta Ley, o

IX. Por razones de seguridad nacional.

Articulo 65

Las remisiones nacionales e internacionales de datos personales entre el responsable y
la persona encargada no requeriran ser informadas a la persona titular ni contar con su
consentimiento.

TITULO SEXTO
ACCIONES PREVENTIVAS EN MATERIA DE PROTECCION DE DATOS
PERSONALES

CAPITULO PRIMERO
DE LAS MEJORES PRACTICAS

Articulo 66

Para el cumplimiento de esta Ley, el responsable podra adoptar, individualmente o en
colaboracion con otros responsables, encargados u organizaciones, esquemas de
mejores practicas con los objetivos de:

l. Elevar el nivel de proteccion de los datos personales;

. Armonizar tratamientos en sectores especificos;

M. Facilitar el ejercicio de los derechos ARCO;

V. Facilitar transferencias entre responsables;

V. Complementar la normatividad aplicable, y

V1. Demostrar ante la Secretaria o las Autoridades garantes el cumplimiento de las
obligaciones en la materia.

Articulo 67
Los esquemas que busquen validacion o reconocimiento deberan:
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l. Cumplir los criterios y parametros que emita la Secretaria o la Autoridad garante
competente, y

Il. Notificarse conforme al procedimiento previsto por dichas autoridades para su
evaluacion, y, en su caso, validacion o reconocimiento e inscripcion en el registro
correspondiente.

La Secretaria y las Autoridades garantes, segun su competencia, emitirdn reglas de
operacion de los registros e inscribiran los esquemas validados o reconocidos.

Articulo 68

Cuando el responsable pretenda poner en operacién o modificar politicas publicas,
sistemas, plataformas o tecnologias que impliqguen tratamiento intensivo o relevante de
datos personales, debera elaborar una evaluacion de impacto en proteccién de datos
personales y presentarla a la Secretaria 0 a la Autoridad garante competente, las
cuales podran emitir recomendaciones no vinculantes.

El contenido minimo de la evaluacion sera determinado por la autoridad competente.

Articulo 69
Se considerara tratamiento intensivo o relevante cuando:

l. Existan riesgos inherentes elevados a los datos por tratar;

Il. Se traten datos personales sensibles, o

Il. Se efectien o pretendan efectuar transferencias de datos personales.

Articulo 70

La Secretaria o la Autoridad garante, con base en parametros objetivos, podra emitir
criterios adicionales para determinar tratamientos intensivos o0 relevantes,
considerando:

l. Numero de personas titulares involucradas;

Il. Publico objetivo;

M. Desarrollo tecnolégico utilizado, y

V. Impacto social o econdmico, o interés publico del tratamiento.

Articulo 71

La evaluacion de impacto debera presentarse con al menos treinta dias naturales de

anticipacién a la fecha prevista para la operacion o modificacién del tratamiento, para la
emision, en su caso, de recomendaciones.

23



1 DAVGRDW B IV

Articulo 72

La Secretaria o la Autoridad garante, segun corresponda, podra emitir
recomendaciones no vinculantes dentro de los treinta dias naturales siguientes a la
presentacion de la evaluacion.

Articulo 73

Excepcionalmente, cuando la publicidad de la evaluacibn comprometa los efectos del
programa o0 existan situaciones de emergencia o urgencia, el responsable podra
prescindir de la evaluacion de impacto, dejando constancia fundada y motivada y
adoptando medidas reforzadas de seguridad.

CAPITULO SEGUNDO
DE LAS BASES DE DATOS EN INSTANCIAS DE SEGURIDAD, PROCURACION Y
ADMINISTRACION DE JUSTICIA

Articulo 74
La obtencion y tratamiento de datos personales por sujetos obligados competentes en
seguridad, procuraciéon y administracion de justicia se limitara a supuestos necesarios y
proporcionales para el ejercicio de sus funciones en seguridad nacional, seguridad
publica, prevencion o persecucion de delitos, debiendo almacenarse en bases de datos
especificas.

Articulo 75

En dichos tratamientos deberan observarse los principios del Titulo Segundo. Las
comunicaciones privadas son inviolables; sélo la autoridad judicial competente, a
peticion de autoridad facultada por la ley, podra autorizar su intervencion.

Articulo 76

Los responsables de estas bases deberan establecer medidas de seguridad de nivel
alto para garantizar integridad, disponibilidad y confidencialidad, y prevenir dafio,
pérdida, alteracion, destruccién, uso, acceso o tratamiento no autorizados.

TITULO SEPTIMO
RESPONSABLES EN MATERIA DE PROTECCION DE DATOS PERSONALES EN
POSESION DE LOS SUJETOS OBLIGADOS

CAPITULO PRIMERO
COMITE DE TRANSPARENCIA

Articulo 77

Cada responsable contara con un Comité de Transparencia, que se integrard y
funcionara conforme a la Ley de Transparencia y Acceso a la Informacion Publica del
Estado de Baja California Sur y demas disposiciones aplicables. EI Comité sera la
maxima instancia del responsable en materia de proteccion de datos personales.
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Articulo 78
Sin perjuicio de otras atribuciones, el Comité tendra, al menos, las siguientes funciones:

Coordinar y supervisar acciones para garantizar el derecho a la proteccion de
datos personales en la organizacion;

Instituir, en su caso, procedimientos internos para la gestion eficiente de
solicitudes ARCO;

Confirmar, modificar o revocar determinaciones de inexistencia de datos
personales o negativas al ejercicio de derechos ARCO;

V. Establecer y supervisar criterios especificos para la mejor observancia de esta
Ley;

V. Supervisar, con las areas competentes, el cumplimiento de medidas y controles
del documento de seguridad;

VI.  Dar seguimiento y cumplimiento a resoluciones de la Secretaria o de las
Autoridades garantes;

VII.  Establecer programas de capacitacion y actualizacion para personas servidoras
publicas; y

VIIl. Dar vista al 6érgano interno de control o instancia equivalente cuando advierta
presuntas irregularidades en tratamientos de datos, en especial en casos de
inexistencia declarada.

CAPITULO SEGUNDO
DE LA UNIDAD DE TRANSPARENCIA
Articulo 79

Cada responsable contara con una Unidad de Transparencia, que se integrara y
funcionara conforme a la Ley de Transparencia estatal y tendra, ademas, las funciones

de:

Auxiliar y orientar a las personas titulares sobre el ejercicio del derecho a la
proteccion de datos personales;

Gestionar las solicitudes ARCO;

Establecer mecanismos para asegurar que los datos soOlo se entreguen a la
persona titular o su representante acreditado;
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V. Informar los costos de reproduccion y envio conforme a la normatividad
aplicable;

V. Proponer al Comité procedimientos internos que fortalezcan la gestion de
solicitudes ARCO;

VI.  Aplicar instrumentos de evaluacion de calidad sobre la gestidon de solicitudes
ARCO;y

VII. Asesorar a las areas del responsable en materia de proteccibn de datos
personales.

Los responsables que, por sus funciones, realicen tratamientos intensivos o relevantes
podran designar un oficial de proteccién de datos personales, quien integrara la Unidad
y realizara las atribuciones anteriores.

Los sujetos obligados promoveran acuerdos de accesibilidad con instituciones publicas
especializadas para recepcion, tramite y entrega de respuestas en lenguas indigenas,
braille u otros formatos accesibles.

Articulo 80

El responsable procurara que las personas con discapacidad y grupos de atencion
prioritaria puedan ejercer, en igualdad de circunstancias, su derecho a la proteccion de
datos personales.

TITULO OCTAVO
AUTORIDADES GARANTES

CAPITULO PRIMERO
DE LA SECRETARIA

Articulo 81
La Secretaria tendra las siguientes atribuciones:

l. Garantizar el ejercicio del derecho a la proteccion de datos personales en
posesién de sujetos obligados;

. Interpretar administrativamente la presente Ley;
M. Conocer y resolver los recursos de revision interpuestos por personas titulares;

V. Conocer y resolver, de oficio o a peticion fundada de las Autoridades garantes,
los recursos de revision que por su interés y trascendencia lo ameriten;

V. Conocer, sustanciar y resolver los procedimientos de verificacion;
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VI.

VII.

VIII.

XI.

XII.

XII.

XIV.

XV.

XVI.

XVII.

XVIII.

XIX.

XX.

XXI.

XXII.

XXIII.

Establecer y ejecutar las medidas de apremio previstas en esta Ley;

Denunciar ante autoridades competentes las presuntas infracciones a la Ley y
aportar pruebas;

Coordinarse con autoridades para garantizar que las solicitudes ARCO vy
recursos de revision en lenguas indigenas sean atendidos en la misma lengua;

Garantizar condiciones de accesibilidad para personas y grupos de atencion
prioritaria;

Elaborar y publicar estudios e investigaciones en la materia;
Proporcionar apoyo técnico a los responsables;

Divulgar y emitir recomendaciones, estandares y mejores practicas;
Vigilar y verificar el cumplimiento de la Ley;

Administrar el registro de esquemas de mejores practicas y emitir sus reglas de
operacion;

Emitir recomendaciones no vinculantes sobre evaluaciones de impacto;
Expedir disposiciones generales sobre el procedimiento de verificacion;

Evaluar los esquemas de mejores practicas notificados y resolver sobre su
validacion, reconocimiento e inscripcién en el registro;

Emitir disposiciones administrativas de caracter general para el cumplimiento de
principios, deberes y derechos reconocidos en la Ley;

Celebrar convenios con responsables para homologar tratamientos y elevar la
proteccion de datos personales;

Definir y desarrollar el sistema de certificacion en materia de proteccion de datos
personales;

Promover el conocimiento y ejercicio del derecho a la proteccion de datos
personales;

Diseflar y aplicar indicadores y criterios para evaluar el desempefio de los
responsables;

Impulsar la capacitacion y actualizacion de responsables;
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XXIV. Emitir lineamientos generales para el debido tratamiento de datos personales;
XXV. Emitir lineamientos para homologar el ejercicio de derechos ARCO;

XXVI. Emitir criterios generales de interpretacion para garantizar el derecho a la
proteccion de datos personales;

XXVII. Cooperar con autoridades nacionales e internacionales en materia de proteccion
de datos personales;

XXVIII. Promover la tutela del derecho a través de la Plataforma Nacional;

XXIX. Cooperar con otras autoridades nacionales e internacionales para combatir
conductas indebidas en el tratamiento de datos personales;

XXX. Disefiar y operar el sistema de buenas practicas y de certificacion en materia de
proteccion de datos personales;

XXXI. Celebrar convenios con Autoridades garantes y responsables para coadyuvar en
el cumplimiento de esta Ley; y

XXXIIl. Ejercer las demas que le confieran esta Ley y otros ordenamientos aplicables.

CAPITULO SEGUNDO
DE LAS AUTORIDADES GARANTES

Articulo 82

La integracion, designacion y funcionamiento de las Autoridades garantes se regiran
por lo dispuesto en la Ley de Transparencia y Acceso a la Informacion Publica del
Estado de Baja California Sur y demas disposiciones aplicables.

Articulo 83

Las Autoridades garantes tendran, ademas de las atribuciones conferidas por otras
leyes, las siguientes:

l. Conocer, sustanciar y resolver los recursos de revision interpuestos por las
personas titulares;

. Solicitar a la Secretaria que conozca de recursos de interés y trascendencia;
M. Imponer medidas de apremio para asegurar el cumplimiento de sus resoluciones;

V. Promover y difundir el ejercicio del derecho a la proteccién de datos personales;
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VI.

VII.

VIII.

XI.

XII.

X1,

XIV.

XV.

Coordinarse con autoridades competentes para garantizar atencion en lenguas
indigenas;

Garantizar accesibilidad para grupos de atencion prioritaria;

Elaborar y publicar estudios e investigaciones en la materia,

Dar vista a autoridades competentes sobre incumplimientos de la Ley;
Suscribir convenios de colaboracion con la Secretaria;

Vigilar el cumplimiento de esta Ley en el ambito de su competencia;
Promover el conocimiento del derecho a la proteccion de datos personales;
Aplicar indicadores y criterios para evaluar a los responsables;

Impulsar capacitacion y actualizaciéon en la materia;

Solicitar cooperacion a la Secretaria conforme a lo previsto en esta Ley; y

Emitir recomendaciones no vinculantes sobre evaluaciones de impacto en la
proteccion de datos personales.

CAPITULO TERCERO

DE LA COORDINACION Y PROMOCION DEL DERECHO A LA PROTECCION DE

DATOS PERSONALES

Articulo 84
Los responsables deberan colaborar con la Secretaria y las Autoridades garantes para
capacitar y actualizar permanentemente al personal en materia de proteccion de datos
personales, mediante cursos, talleres y demas formas de ensefianza que se consideren
pertinentes.

Articulo 85
La Secretaria y las Autoridades garantes, en el &mbito de sus competencias, deberan:

Promover que los planes y programas de estudio incluyan contenidos sobre
proteccion de datos personales y cultura de respeto al derecho;

Impulsar, junto con instituciones de educacion superior, la creacion de centros de
investigacion, docencia y difusién en la materia; y

Fomentar espacios de participacién social y ciudadana para el intercambio de
ideas entre sociedad, 6érganos de representacion ciudadana y responsables.
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TITULO NOVENO
DEL PROCEDIMIENTO DE IMPUGNACION

CAPITULO PRIMERO
DEL RECURSO DE REVISION

Articulo 86

La persona titular o su representante podran interponer recurso de revision ante la
Secretaria 0 las Autoridades garantes, segun corresponda, o ante la Unidad de
Transparencia que conocio de la solicitud ARCO, dentro de un plazo de quince dias
hébiles contados a partir del dia siguiente a la notificacion de la respuesta, por:

l. Escrito libre presentado en el domicilio de la Secretaria o de las Autoridades
garantes, o en oficinas habilitadas;

Il. Correo certificado con acuse de recibo;

Il. Formatos que emitan la Secretaria o las Autoridades garantes;
V. Medios electronicos autorizados; o

V. Cualquier otro medio establecido por la autoridad competente.

Se presumira que la persona recurrente acepta ser notificada por el mismo medio en
gue interpuso el recurso, salvo que sefiale uno distinto.

Articulo 87
La identidad de la persona titular podra acreditarse mediante:

l. Identificacion oficial;
Il. Firma electronica avanzada o el instrumento que la sustituya; o

M. Mecanismos de autenticacion autorizados por acuerdo publicado en el Boletin
Oficial del Gobierno del Estado de Baja California Sur.

El uso de firma electronica exime de acompafar copia de identificacion.

Articulo 88
Si se actla por representante, éste acreditara su personalidad:

l. Persona fisica: carta poder simple suscrita ante dos testigos con copias de
identificaciones; instrumento publico; 0 comparecencia de titular y representante
ante la autoridad,;

Il. Persona moral: instrumento publico.
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Articulo 89
Tratandose de datos de personas fallecidas, podra recurrir quien acredite interés
juridico o legitimo.

Articulo 90
Las notificaciones surten efectos el mismo dia en que se practiquen y podran realizarse:

l. Personalmente, cuando:
a) Sea la primera notificacion;
b) Se requiera el cumplimiento de un acto;
c) Se soliciten informes o documentos;
d) Se emita la resolucién que ponga fin al procedimiento; o
e) Lo disponga la ley;

I. Por correo certificado con acuse, o por medios digitales o sistemas autorizados
mediante acuerdo publicado;

Il. Por correo postal ordinario o correo electronico para actos distintos a los
sefalados en las fracciones anteriores;

V. Por estrados, cuando no sea localizable la persona a notificar o se ignore su
domicilio.

Articulo 91

Los plazos correran a partir del dia habil siguiente a aquel en que surta efectos la
notificacion. Concluidos los plazos, precluird el derecho para actuar, sin necesidad de
acuse de rebeldia.

Articulo 92

La persona titular, el responsable o -cualquier autoridad deberan atender los
requerimientos de informacion en los plazos y términos que sefialen la Secretaria o las
Autoridades garantes.

Articulo 93

Si la persona titular, el responsable o cualquier autoridad no atienden requerimientos,
solicitudes, emplazamientos, citaciones o diligencias, o entorpecen actuaciones,
perderan su derecho para hacerlo valer posteriormente y la autoridad tendra por ciertos
los hechos materia del procedimiento y resolvera con los elementos disponibles.

Articulo 94
Las partes podran ofrecer las siguientes pruebas:
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VI.

VII.

VIII.

Documental publica;

Documental privada;

Inspeccion;

Pericial;

Testimonial;

Confesional, salvo autoridades;

Imagenes, paginas electronicas, escritos y demas medios tecnolégicos;

Presuncional legal y humana.

La autoridad podréa allegarse de los medios de prueba necesarios, dentro de los limites
legales.

Articulo 95

Si no se emite respuesta dentro del plazo del articulo 45, la persona titular o su
representante podran interponer recurso de revision dentro de los quince dias habiles
siguientes al vencimiento del plazo.

Articulo 96
Procede el recurso de revisiéon cuando:

VI.

VII.

VIII.

Se clasifiquen como confidenciales datos sin cumplir requisitos legales;

Se declare inexistencia de datos personales;

Se declare incompetencia del responsable;

Se entreguen datos incompletos;

Se entreguen datos distintos a lo solicitado;

Se niegue el acceso, rectificacién, cancelacion u oposicion;

No se responda dentro de plazos legales;

Se entregue en modalidad o formato distinto al solicitado o incomprensible;

Exista inconformidad con costos de reproduccion, envio o tiempos de entrega;
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X. Se obstaculice el ejercicio de derechos ARCO pese a su procedencia,

Xl.  No se dé tramite a la solicitud ARCO; o
XIl.  Se actualicen otros supuestos previstos en la legislacion aplicable.
Articulo 97

El escrito de interposicién contendra, cuando menos:
l. Area responsable ante la cual se presento la solicitud ARCO;

Il. Nombre de la persona recurrente 0 su representante y, en su caso, del tercero
interesado, asi como domicilio o medio para notificaciones;

Il. Fecha de notificacién de la respuesta, 0, en su caso, fecha de presentacion de la
solicitud ARCO;

IV.  Acto impugnado, puntos petitorios y motivos de inconformidad;
V. En su caso, copia de la respuesta impugnada y su notificacion; y
VI. Documentos que acrediten identidad y, en su caso, representacion.

Podran acompafarse pruebas y elementos que se estimen pertinentes. No se requerira
ratificacion del recurso.

Articulo 98
Admitido el recurso, la Secretaria o, en su caso, la Autoridad garante podra promover
conciliacién entre la persona titular y el responsable.

Si hay acuerdo, se hara constar por escrito con efectos vinculantes; el recurso quedara
sin materia y la autoridad verificara su cumplimiento.

Articulo 99
La conciliacion se sujetara a lo siguiente:

l. La autoridad requerira a las partes que manifiesten su voluntad de conciliar en un
plazo de siete dias; el acuerdo contendra un resumen del recurso y, en su caso,
de la respuesta del responsable, y sefialara puntos de controversia. Podra
celebrarse presencialmente o por medios remotos y se dejara constancia; se
exceptua la conciliacion cuando la persona titular sea menor de edad y se hayan
vulnerado derechos de la nifiez, salvo con representacion legal.

Il. Con la voluntad de conciliar, se sefalara audiencia dentro de los diez dias
siguientes. La autoridad podra requerir elementos de conviccion en un maximo
de cinco dias; la audiencia podra suspenderse una vez, fijando nueva fecha
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dentro de cinco dias. Se levantara acta de la audiencia; la falta de firma no
afectara su validez y se asentara la negativa.

Il. Si alguna parte no acude vy justifica en tres dias, se sefialar4 segunda audiencia
dentro de cinco dias; si no acude sin justificacion, se continuara el procedimiento.

V. De no haber acuerdo, seguira el recurso.

V. Si hay acuerdo, se hara constar por escrito con efectos vinculantes y la autoridad
verificara su cumplimiento.

VI.  El cumplimiento del acuerdo concluye la sustanciacion; de lo contrario, la
autoridad reanudara el procedimiento.

Articulo 100
La Secretaria o las Autoridades garantes resolveran el recurso en un plazo de cuarenta
dias habiles, ampliable por veinte dias habiles por Unica ocasion.

El plazo se suspendera durante el cumplimiento del acuerdo de conciliacion.

Articulo 101

La autoridad aplicara la suplencia de la queja en favor de la persona titular, sin alterar el
contenido original del recurso ni los hechos o peticiones, garantizando el derecho de
audiencia de las partes.

Articulo 102
Si el escrito de interposicion no cumple los requisitos del articulo 97 y no hay elementos

para subsanarlos, la autoridad prevendra por una sola ocasion para que se subsanen
en cinco dias habiles.

La falta de desahogo desechara el recurso. La prevencién interrumpe el plazo para
resolver, que comenzara a computarse al dia habil siguiente de su desahogo.

Articulo 103
Las resoluciones podran:

l. Sobreseer o desechar por improcedente;

. Confirmar la respuesta del responsable;

Il. Revocar o modificar la respuesta; o

IV.  Ordenar la entrega de datos personales en caso de omision.

Las resoluciones fijaran plazos y términos para su cumplimiento y los mecanismos de
ejecucion. Los responsables deberan informar su cumplimiento a la autoridad.
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A falta de resolucién en plazo, se confirmara la respuesta del responsable.

Si durante la sustanciacion se advierte probable responsabilidad por incumplimiento de
la Ley, la autoridad dara vista al 6rgano interno de control o instancia competente.

Articulo 104
El recurso sera improcedente y se desechara cuando:

l. Sea extemporaneo;

Il. No se acredite identidad o representacion;

Il. Exista cosa juzgada administrativa,

V. No se actualice causal del articulo 96;

V. Se tramite un medio de defensa jurisdiccional contra el mismo acto;

VI. La persona recurrente modifique o amplie su peticién sélo respecto de nuevos
contenidos; o

VII.  No se acredite interés juridico.

El desechamiento no impide presentar nuevo recurso si sobrevienen elementos
distintos.

Articulo 105
Procede el sobreseimiento cuando:

l. La persona recurrente se desista expresamente;
Il. La persona recurrente fallezca;
Il. Se actualice causal de improcedencia;

V. El responsable modifique o revoque su respuesta y el asunto quede sin materia,

o]
V. Quede sin materia por cualquier causa.
Articulo 106

La autoridad debera notificar a las partes y publicar en version publica sus resoluciones
a mas tardar al tercer dia habil siguiente a su emisién.

Articulo 107
35



1 DAVGRDW B IV

Las resoluciones de la Secretaria y de las Autoridades garantes son vinculantes,
definitivas e inatacables para los responsables.

Las personas titulares podran impugnarlas ante los juzgados y tribunales competentes
mediante juicio de amparo, en términos de la legislacion aplicable.

TITULO DECIMO
FACULTAD DE VERIFICACION

CAPITULO UNICO
DEL PROCEDIMIENTO DE VERIFICACION

Articulo 108

La Secretaria y las Autoridades garantes, en el ambito de sus respectivas
competencias, tendran la atribucion de vigilar y verificar el cumplimiento de las
disposiciones contenidas en esta Ley y demas normatividad derivada.

En el ejercicio de estas funciones, el personal de la Secretaria 0, en su caso, de las
Autoridades garantes, estara obligado a guardar confidencialidad sobre la informacion a
la que tenga acceso.

El responsable y/o la persona encargada no podra negar el acceso a la documentacién
solicitada con motivo de una verificacion ni a sus bases de datos personales, ni invocar
reserva o confidencialidad para impedirla.

Articulo 109
La verificacion podra iniciarse:

l. De oficio, cuando existan indicios fundados y motivados de violaciones a la
normatividad aplicable; o

Il. Por denuncia, cuando la persona titular considere que ha sido afectada por actos
del responsable contrarios a esta Ley, o por cualquier persona que tenga
conocimiento de presuntos incumplimientos.

El derecho a denunciar precluye al afio contado desde el dia siguiente a la realizacién
de los hechos u omisiones; si son de tracto sucesivo, el término comenzara a partir del
dia habil siguiente al ultimo hecho.

La verificacidn no procedera en los supuestos de procedencia del recurso de revision
previstos en esta Ley.

Previo a la verificacion, la autoridad podra realizar investigaciones previas para fundar y
motivar el acuerdo de inicio.
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Articulo 110
Para presentar denuncia no podran exigirse mayores requisitos que:

l. Nombre de la persona denunciante o, en su caso, de su representante;
Il. Domicilio o medio para notificaciones;

I, Relacion de hechos y elementos de conviccion;

V. Identificacion del responsable denunciado y su domicilio o datos para su
ubicacion; y
V. Firma de la persona denunciante o, en su caso, de su representante si no sabe

firmar, huella digital.

La denuncia podra presentarse por escrito libre, formatos, medios electrénicos u otros
medios que establezcan la Secretaria o las Autoridades garantes. Recibida la denuncia,
la autoridad acusaré recibo y notificard el acuerdo correspondiente a la persona
denunciante.

Articulo 111

La verificacidon iniciard mediante orden escrita debidamente fundada y motivada, para
requerir al responsable y/o persona encargada la documentacion e informacion
necesaria vinculada con la presunta violacion y/o realizar visitas a oficinas o
instalaciones del responsable y/o persona encargada donde estén ubicadas las bases
de datos.

Tratdndose de instancias de seguridad nacional o seguridad publica, la resolucién
deberd contener fundamentacion y motivacion reforzada, asegurandose que la
informacion se utilice exclusivamente por la autoridad y para los fines del articulo 112
de esta Ley.

El procedimiento de verificacion tendra una duracion maxima de cincuenta dias.

La autoridad podra dictar medidas cautelares si advierte dafo inminente o irreparable
en materia de proteccion de datos, siempre que no impidan el cumplimiento de
funciones ni el aseguramiento de bases de datos de los sujetos obligados. Estas
medidas seran temporales y con finalidad correctiva, hasta que el sujeto obligado
atienda las recomendaciones de la autoridad.

Articulo 112

El procedimiento de verificacidon concluira con la resolucion que emita la Secretaria o
las Autoridades garantes, en la cual se estableceran las medidas que debera adoptar el
responsable, asi como el plazo para su cumplimiento.
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Articulo 113

Los responsables y/o persona encargada podran someterse voluntariamente a
auditorias practicadas por la Secretaria o las Autoridades garantes, a fin de verificar la
adaptacién, adecuacion y eficacia de los controles, medidas y mecanismos
implementados para cumplir esta Ley.

El informe de auditoria dictaminara sobre la adecuacion de medidas y controles,
identificard deficiencias y propondra acciones correctivas y/o recomendaciones.

TITULO DECIMO PRIMERO
MEDIDAS DE APREMIO Y RESPONSABILIDADES

CAPITULO PRIMERO
DE LAS MEDIDAS DE APREMIO

Articulo 114

Para el cumplimiento de las resoluciones emitidas por la Secretaria o las Autoridades
garantes, se observara lo dispuesto en el Capitulo Il del Titulo Octavo de la Ley De
Transparencia y Acceso a la Informacion Publica del Estado de Baja California Sur.

Articulo 115
La Secretaria o las Autoridades garantes podran imponer, para asegurar el
cumplimiento de sus determinaciones:

l. Amonestacién publica, o
Il. Multa de 150 hasta 1,500 veces el valor diario de la UMA.

El incumplimiento de los sujetos obligados sera difundido en los portales de
obligaciones de transparencia de la Secretaria y de las Autoridades garantes, y
considerado en las evaluaciones que estas realicen.

Si el incumplimiento implica la presunta comision de delito o alguna de las conductas
sancionables del articulo 125 de esta Ley, la autoridad denunciara ante la instancia
competente. Las multas no podran cubrirse con recursos publicos.

Articulo 116

Si, pese a las medidas de apremio, no se cumple la resolucion, se requerira al superior
jerarquico para que, en cinco dias siguientes a la notificacion, obligue a su cumplimiento
sin demora. Transcurrido el plazo sin cumplimiento, se dara vista a la autoridad
competente en responsabilidades administrativas.

Articulo 117
Las medidas de apremio seran aplicadas por la Secretaria y las Autoridades garantes,
por si o con apoyo de la autoridad competente.
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Articulo 118

Las multas que impongan la Secretaria y las Autoridades garantes se haran efectivas
ante la Secretaria de Finanzas y Administracion del Gobierno del Estado de Baja
California Sur, mediante el procedimiento de cobro coactivo previsto en el Codigo Fiscal
del Estado y Municipios de Baja California Sur.

Articulo 119
Para calificar las medidas de apremio, la autoridad considerara:

l. La gravedad de la falta (dafio, indicios de intencionalidad, duracién del
incumplimiento y afectacion a las atribuciones de la autoridad);

Il. La condicion econdmica de la persona infractora, y
Il. La reincidencia.

La Secretaria o las Autoridades garantes emitiran lineamientos de caracter general
sobre atribuciones de las areas encargadas de calificar la gravedad, notificar y ejecutar
las medidas de apremio.

Articulo 120

En caso de reincidencia, la autoridad podra imponer multa hasta por el doble. Se
considerara reincidente quien, habiendo sido sancionado, cometa otra infraccion del
mismo tipo o naturaleza.

Articulo 121
Las medidas de apremio deberan aplicarse e implementarse en un plazo maximo de
quince dias, contados desde su notificacion a la persona infractora.

Articulo 122
La amonestacion publica serd impuesta por la autoridad y ejecutada por el superior
jerarquico inmediato de la persona infractora.

Articulo 123
La autoridad podra requerir a la persona infractora la informacion necesaria para
determinar su condicibn econdémica; en caso de no proporcionarla, las multas se
cuantificaran con base en los elementos disponibles (registros publicos, medios de
informacion, péaginas oficiales, etc.). La autoridad podra requerir informacion a otras
autoridades.

Articulo 124

Contra la imposicion de medidas de apremio procede el recurso correspondiente ante
los jueces y tribunales del Poder Judicial del Estado.
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CAPITULO SEGUNDO
DE LAS SANCIONES

Articulo 125. Son causas de sancién por incumplir esta Ley:

Actuar con negligencia, dolo o mala fe durante la sustanciacion de solicitudes
ARCO;

Incumplir los plazos para responder solicitudes ARCO o para hacer efectivo el
derecho;

Usar, sustraer, divulgar, ocultar, alterar, mutilar, destruir o inutilizar
indebidamente datos personales bajo su custodia o0 a los que tenga acceso por
empleo, cargo o comision;

V. Dar tratamiento intencional a datos personales en contravencion a los principios
y deberes de esta Ley;

V. No contar con aviso de privacidad o omitir elementos del articulo 21 de esta Ley;

VI.  Clasificar como confidenciales, con dolo o negligencia, datos personales sin
cumplir los requisitos legales la sancion procede cuando exista resolucién firme
sobre el criterio de clasificacion;

VII.  Incumplir el deber de confidencialidad del articulo 36;

VIII. No establecer medidas de seguridad conforme a los articulos 25, 26 y 27;

IX. Presentar vulneraciones por falta de implementacién de medidas de seguridad;

X. Efectuar transferencias de datos personales en contravencion a esta Ley;

Xl. Obstruir actos de verificacion;

XIll.  Crear bases de datos en contravencion al articulo 5;

XIIl.  No acatar resoluciones de la Secretaria o de las Autoridades garantes, y

XIV. Omitir el informe anual y demas informes a que se refiere el articulo 40, fraccion
VI, de la Ley General de Transparencia y Acceso a la Informacién Publica, o
presentarlos extemporaneamente.

Las conductas de las fracciones I, Il, IV, VI, X, Xl y XIV, asi como la reincidencia en las

demas, se consideraran graves para efectos de sancion administrativa.
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Si la presunta infraccion la comete un integrante de partido politico, la investigacion y
sancion corresponderan a la autoridad electoral competente.

Las sanciones econémicas no podran cubrirse con recursos publicos.

Articulo 126
Para las conductas del articulo anterior, se dara vista a la autoridad competente para
que imponga o ejecute la sancion.

Articulo 127

Las responsabilidades administrativas a que se refiere el articulo 125 son
independientes de las civiles, penales u otras que puedan derivar de los mismos
hechos. Se determinaran y ejecutaran conforme a los procedimientos y autoridades
previstos en las leyes aplicables.

La Secretaria o0 las Autoridades garantes podrdn denunciar ante autoridades
competentes cualquier acto u omisién violatoria de esta Ley, aportando las pruebas
pertinentes.

Articulo 128

Ante incumplimientos de partidos politicos, la Secretaria o la Autoridad garante dara
vista al Instituto Estatal Electoral de Baja California Sur, para lo conducente, sin
perjuicio de las sanciones aplicables a dichos institutos.

En probables infracciones de fideicomisos o fondos publicos, la autoridad dara vista al
organo interno de control o equivalente del sujeto obligado.

Articulo 129

Si la persona presunta infractora es servidora publica, la Secretaria o la Autoridad
garante remitira a la autoridad competente la denuncia y un expediente con todos los
elementos que sustenten la presunta responsabilidad administrativa.

La autoridad que conozca informara la conclusion del procedimiento y, en su caso, la
ejecucion de la sancion.

Para ello, la Secretaria o la Autoridad garante elaborara:

l. Denuncia dirigida a la contraloria, 6érgano interno de control o equivalente, con la
descripcion precisa de actos u omisiones; y

Il. Expediente con las pruebas pertinentes que acrediten el nexo causal entre
hechos y pruebas.

La denuncia y el expediente deberan remitirse dentro de los quince dias siguientes a
gue la autoridad tenga conocimiento de los hechos.
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Articulo 130
La Autoridad garante debera denunciar ante la autoridad competente el incumplimiento
de sus determinaciones que presuman la comision de un delito.

TRANSITORIOS

PRIMERO. EI presente Decreto entrara en vigor el dia 01 de enero de 2026, previa su
publicacion en el Boletin Oficial del Gobierno del Estado de Baja California Sur.

SEGUNDO. Se abroga la Ley de Proteccion de Datos Personales en Posesion de
Sujetos Obligados para el Estado de Baja California Sur expedida por el Congreso del
Estado mediante decreto nimero 2461 y publicada en el Boletin Oficial del Gobierno del
Estado de Baja California Sur de fecha 17 de julio de 2017.

Asimismo, se derogan todas las disposiciones de igual o menor jerarquia que se
opongan o contravengan lo dispuesto en el presente Decreto.

TERCERO. EI Titular del Poder Ejecutivo, por conducto de la Secretaria de la
Contraloria y Transparencia Gubernamental debera expedir el Reglamento de esta Ley
y los lineamientos generales necesarios para su implementacion a mas tardar el 31 de
diciembre de 2025.

CUARTO. En términos del Decreto Numero 3178 de reforma constitucional local, a
partir de la entrada en vigor de este decreto se entendera extinto el Instituto de
Transparencia, Acceso a la Informacién Publica y Proteccion de Datos Personales del
Estado de Baja California Sur. La Secretaria asumird las funciones previstas en esta
Ley y las Autoridades garantes ejerceran las atribuciones que les confiere el Titulo
Octavo.

QUINTO. El comité de Transicion a que hace alusién el régimen transitorio de la nueva
Ley de Transparencia y Acceso a La Informacion Publica del Estado de Baja California
Sur, tendra también la responsabilidad de llevar a cabo todas las acciones que resulten
necesarias para dar paso a las obligaciones que en materia de proteccion de datos
personales en posesion de sujetos obligados tendra la Secretaria de la Contraloria y
Transparencia Gubernamental.

SEXTO. Los procedimientos, recursos de revision, verificaciones, denuncias, medidas
de apremio, sanciones y demas asuntos en tramite a la entrada en vigor de esta Ley
continuaran sin interrupcion ante la Secretaria o la Autoridad competente, conservando
su estado procesal y plazos. Los actos validamente realizados conservaran su eficacia
juridica.

SEPTIMO. Los sujetos obligados deberan:
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a) Ajustar su aviso de privacidad integral y simplificado a los articulos 20 a 22, dentro
de 90 dias naturales;

b) Contar con Documento de Seguridad, inventario de tratamientos y bitacora de
vulneraciones conforme a los articulos 27 a 33, dentro de 120 dias naturales.

OCTAVO. Los contratos, convenios 0 instrumentos con personas encargadas o
proveedores de computo en la nube deberan adecuarse a los articulos 53, 57 y 58 de
esta Ley dentro de los 180 dias naturales siguientes a su publicacion, incorporando
clausulas de confidencialidad, seguridad, supresion y transparencia en
subcontrataciones.

NOVENO. Los sujetos obligados que ya operen tratamientos intensivos o relevantes
deberan elaborar y presentar la Evaluacion de Impacto en Proteccion de Datos
Personales prevista en el articulo 68 dentro de los 180 dias naturales siguientes a la
publicacion de esta Ley, salvo los supuestos de excepcion del articulo 73, debidamente
fundados y motivados.

DECIMO. La Secretaria emitira, a mas tardar el 31 de diciembre de 2025, lineamientos
sobre:

l. Avisos de privacidad;
Il. Ejercicio de derechos ARCO vy portabilidad;
Il. Medidas de seguridad administrativa, fisica y técnica;

V. Procedimiento de verificacion;

V. Mejores practicas y certificacion;
VI. Evaluacion de impacto; y
VIl.  Transferencias y remisiones.

DECIMO PRIMERO. Los sujetos obligados deberan asegurar la operacion continua e
interoperabilidad con la Plataforma Nacional de Transparencia, garantizando la
migracion y actualizacion de cuentas, perfiles y médulos vinculados al ejercicio de
derechos ARCO en un plazo de 60 dias naturales contados desde la publicacién de
esta Ley.

DECIMO SEGUNDO. La Secretaria de Finanzas y Administracion del Gobierno del

Estado de Baja California Sur, deber& proveer para el afio 2026 los recursos suficientes
y necesarios para el cumplimiento de este Decreto.
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DECIMO TERCERO. Todas las referencias normativas a la “Autoridad garante estatal’
o al “Instituto de Transparencia, Acceso a la Informacién Publica y Proteccién de Datos
Personales del Estado de Baja California Sur” contenidas en leyes, reglamentos,
decretos, acuerdos o cualquier disposicion, se entenderan hechas a la Secretaria y a
las Autoridades garantes a que se refiere esta Ley, segun sus competencias.

DECIMO CUARTO. En lo que no se oponga a la presente Ley, permaneceran vigentes
los criterios, acuerdos y lineamientos técnicos del Instituto extinto y de autoridades
federales competentes, hasta en tanto la Secretaria emita las disposiciones locales
correspondientes.

DADO EN EL SALON DE SESIONES DEL PODER LEGISLATIVO, EN LA PAZ, BAJA
CALIFORNIA SUR, A LOS 11 DIAS DEL MES DE DICIEMBRE DEL ANO 2025.
Presidenta.- Dip. Maria Cristina Contreras Rebollo.- Rubrica. Secretaria.- Dip. Karina
Olivas Parra.- Rabrica.
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